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B/ Purpose

SEFEERNBRAE U NEEEYF) ERENZE MBS ERT LB ZER
FHMEEEREERNER  Fil EAHR - EMaF RELZZRERBROROEEGE
TERa*EMZEIIFZEERE  LRESFEEZEERRAISIINL - ERUE
2B -

Taiwan Semiconductor Co., Ltd. (hereinafter referred to as TSC) recognizes that information

I

security is the foundation for ensuring the secure operation of all services and holds critical
importance for brand reputation. This policy is established to declare TSC's determination and
commitment to providing secure and reliable services. It serves as a guiding principle for TSC's
information security efforts to protect critical assets from internal or external, intentional, or
accidental threats.

. BiE Objectives

BFENZEHERES  BEEFSHBRBEMBRZEMNZEZEE R (Information
Security Management System - LI N 7 IsSMS) MR B ERBEFT S HEH B U
(Confidentiality) * S22 (Integrity) * SI ' (Availability) E258 5 (Compliance) ZZE3K -
TikEEEABEEREARENENLZZBENZELER  DEXRENLZETEELAFHENR
AR EEERENZEBELIFENSL -

The goal of TSC’s information security policy is to establish an Information Security Management
System (ISMS) in compliance with international standards. This ensures that all services meet
the requirements of Confidentiality, Integrity, Availability, and Compliance. Quantitative
performance indicators for information security are defined and measured according to levels
and functions to evaluate the implementation of the ISMS, confirm achievement of information
security objectives, and ensure continuous improvement.

EHB Statement
PRFEENLZEEREERRE  FREEX¥ENLRERERA " REABE - X
mk - BEAINE -

In alignment with the objectives of the ISMS, TSC’s information security policy statement is as
follows:
"Uninterrupted Services, No Data Loss, and No Personal Information Leakage."

@Fﬁﬁﬁ Scope
KENZEEBZAMEEANN RIS ZE  BIHZETZHPE  DUREFEHHEEM
AEEBEZ TERBRY  BREERS  TENEALER  ABRAEEHERESE
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The ISMS considers internal and external issues, the needs and expectations of interested
parties, and the interfaces and interdependencies between TSC activities and other
organizational activities. The scope applies to "Information and Communications Security
Division, Network and Data Center Maintenance and Management."

HZEAA coverage
EZzEBEZAEBRRETNT  BREUKAAERN NMIFIE - B EHRZEERSH
BT E - WRLE K ERHTEEMRAR

;

o FEUEHIERE
o EBilRAER - RRAMESE

. EERESHE

. BEWERE

s HMETRAGERE

« BillZZzWElEZ

o BT HETHERMEE
o EZEERE

- BEMERE

. MEZEEWEE

The ISMS includes the following areas. Relevant units and personnel shall establish
corresponding management regulations or implementation plans, execute them, and regularly
evaluate their effectiveness:

¢ Information security organization and management review

¢ Documentation and record management
e Asset management

¢ Risk management
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e Human resource security management

¢ Physical and environmental security management

e Access control management

¢ Information system acquisition, development, and maintenance management
e Business continuity management

e Performance management

e Supplier relationship management

e Internal audits of information security

e Operational security and cryptographic techniques management
¢ Communication security management

e Compliance management

e Information security incident management

B4 B S Organization and Responsibilities
RERENZZEEAMEBIENF  BRHRCENZZHEBAES - LU AEESE
B MITHERETIFZET -

To ensure the effective operation of the ISMS, the organization and responsibilities of
information security shall be clearly defined. This facilitates the promotion and maintenance of
various management, implementation, and auditing tasks.

. Eit[& 8l Implementation Principles
BEZEEB M 2 ENMEMRIERZ (Plan) « 77T (Do) * &E1Z (Check) KFHZEE (Act) RIZIE

I, - BREMEZEF 2B RHEY -
The implementation of the ISMS shall follow the Plan-Do-Check-Act (PDCA) cycle to ensure the
effectiveness and continuity of information security operations.

. BB HF{d Review and Evaluation

8.1. ABREBRENZEZEEARBREEAEEREEINFEESEEETRRHETE
B - DIRBAAERAIER - 1 - FBEREREEMNSEHRREER - BREMEZE
BERFRZENN

8.2. ABERBRKBEEEERETES]  UIKAEASZEMEBREN -

\
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REERFIEH B BELUEER - EFIHH - XHEBRFAHEMANSNAEREREE
70 FBET - 2HEF - #HER - S1FBHS -
This policy shall be reviewed when significant changes occur in the ISMS or during the
annual management review meeting to reflect the latest developments in laws,
regulations, technologies, business, and related departments, ensuring the effectiveness
of information security practices.
Revisions to this policy shall be made based on the review results and become effective
only after approval and issuance by the convenor.
After formulation or revision, this policy shall be communicated to relevant interested
parties through written notifications, emails, document management systems, or other
methods. These parties include employees, contractual clients, suppliers, and partners.

REREZPERIRAE - EEA—BE - BUPXIRARHE -

In the case of any inconsistency between the English and Chinese versions of this policy, the

Chinese version shall prevail.
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